
Subject: Re: A call to the Renegade Community experts
Posted by -TLS-DJ-EYE-K on Fri, 12 Oct 2012 18:11:16 GMT
View Forum Message <> Reply to Message

As i said in IRC before, first thing u need to use on the Root ( if u run Windows) install a
netmonitoring tool, so u can basically filter out the IP that attacks you. If u run linux there is a tool
named fail2ban. If u catched the IP of the flooder u can investigate some time and email the
provider of the ip adress, they will most likely take care of the Program. Worked for me, floods on
my Root stopped then.  
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