
Subject: What's being done to stop cheats
Posted by fl00d3d on Thu, 11 Sep 2003 20:42:48 GMT
View Forum Message <> Reply to Message

LOL!

Wtf does PGP have to do with what I said?  Encryption is a completely different subject, but since
you wanted to go there I'll say this.  99% of the true encryption programs out there use algorithms
(most are now dynamic) to generate their coding schemes.  What does this mean for crackers? 
Well, it is certainly possible to crack that.  You'd have to write yourself a script to try every
possibility and brute force the hell out of it to have a chance.

And as for the government type websites and networks.  Don't even go there.  If you knew what I
did for a living you'd be laughing WITH me right now at your comment.  Those are actually among
some of the worst secured networks in the world believe it or not.  Any 1337 h4xX0r can
eventually exploit a box or two on their networks.  They're just not attacked that much as they
used to because the intrusion detection systems, router syslogs, and correlation devices are
becoming more sophisticated --- which leads to more hackers behind bars.

And while I'm thinking of it ... do you even know who programmed PGP?  If you don't, do the
research.  You'll find an interesting backstory.

Regards to all (especially my close friend Crimson),    

~fl00d3d~
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