
Subject: Re: PHP issue
Posted by danpaul88 on Mon, 08 Nov 2010 23:07:34 GMT
View Forum Message <> Reply to Message

htmlentities takes care of those for you  

For example;
& will become &amp;

Or, if you want to keep the raw input, just run it through mysql_real_escape_string on it's own, that
will protect against injection attacks.
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