Subject: Renguard-related virus
Posted by [NE]Shockwave[HS] on Fri, 21 Oct 2005 03:40:39 GMT

View Forum Message <> Reply to Message

Ok, I've been playing Renegade for quite a while using Renguard without any major
incidents....until now. I'm just going to load up GSA and find a server like usual, except | get an
error message along with my Norton Internet Security that | have a virus on my system. I've
attached the picture of the error message to this. Now I thought at first that this might be affecting
everything. But when | tried to access other programs like Internet Explorer, other games i play
online, or just even other crap, NOTHING happens. This only occurs when | try to access the
Renguard network. Also, | attached a picture of what Norton says this virus is supposed to do.

What it's supposed to do throws me off a little. Who would take the time to find a way to block me
out of Renguard? I'm not a huge tech person, so | don't really know all of the possibilities on what
could've happened. My guess (which is completely without evidence) is that someone who has
played Renegade with me before doesn't like me...and just decided to send me a present to be an
asshole. Like | said, | don't know. Hopefully you guys may know something | don't. Anything at
all will be helpful. I will exhaust every possible option before I'm forced to do a system restore. If
there's some way you can track something through the Renguard network like this, you guys
would be the ones to ask.
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@3 Norton AntiVirus
Virus Alent

@ High Risk

Morton Antivinus has detected a virus on vour compiter,
Hide Details

Object Mame CWAINDOW S \syste m3Z\SWVER sys
Yirus Name Hacktool Rootkit

Action Taken Unable to repair this file,

Error: loader couldn't initialize servicel

] 4

2) _dﬁggktopZ.j pg, downl oaded 545 ti nes

threat assessment technical details recommendations

removal instructions

Hacktool Rootkit comprises a set of programs and scripts that work together to allow attackers to
break into a systern. If Hacktool Rootkit is detected on a system, it is very likely that an attacker has
gained complete control of that systern. All files that are detected as Hacktool Rootkit should be
deleted. Infected systems may need to be restored from backups or patched to restore security,

Type: Trojan Horse
Infection L enqgth: “Yaries
Systems Affected: Windows 2000, Windows 95, Windows 98, Windows Me, Windows

MNT, Windows ¥P

protection

* iruz Definitions (Livelpdate™ Weekly)  September 27, 2001

® Yirus Definitions (Inteligent Updater) September 27, 2001
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